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OPENING REMARKS

 Change is constant !?

 Reflect on events over the past two to three years…..

 Fast forward your thoughts to the next two to three 

years…….

 …….A DYNAMIC ENVIRONMENT INDEED!!! 

 What are the implications for RPAs and the profession?
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RISK ASSESSMENT

 What is risk assessment?? 

 Has it changed, if at all? 

 In the context of the external audit,  guidance can be 

found :

 ISA 315 (revised 2019) - Identifying and assessing the risks of 

material misstatement;

 ISA 330 - The auditor’s response to assessed risks; 

 ISA 200 - Overall objectives of the independent auditor and 

the conduct of an audit in accordance with international 

Standards on Auditing

 ISA 240 - The auditor’s responsibilities relating to fraud in an 

audit of financial statements.

 ISA 230 – Audit documentation
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RISK ASSESSMENT

 Arguably the same important process and key activities with 

the same focus and outcomes…..

 The auditor’s objective remains the same… to identify and 

assess the risks of material misstatement, whether due to fraud or error, 

at the financial statement and assertion levels, thereby providing a basis 

for designing and implementing responses to the assessed risks of 

material misstatement [para. 11 of ISA 315 (revised 2019)]

 Understand the entity and its environment, the applicable financial 

reporting framework and the entity’s system of internal control, 

 Identify risks of material misstatement; and

 Assess risks of material misstatement.

 AUDIT RISK MODEL IS STILL THE SAME

 Some refinements with the release of ISA 315 (revised 2019) 

however…. 4
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ISA 315 (REVISED 2019)

 Standard is effective for periods beginning on or after 

December 15, 2021

 Changes to ISA 315 (revised) arose from stakeholder 

feedback, to include:

 inconsistency existed in the nature and number of significant 

risks identified in practice;

 obtaining an understanding of the system of internal control 

was difficult to apply in practice;

 information Technology (IT) risks were not sufficiently 

addressed in the standard;

 the challenges of applying ISA 315 (Revised) when auditing 

small- and medium-sized entities (SMEs). 5
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ISA 315 (REVISED 2019)

 Revision aims:

 A more robust approach to risk identification and assessment result 
in better risk identification and improved compliance with ISA 330 
and ISA 240.

 Promote consistency in application of procedures for risk 
identification and assessment.

 Make the standard more scalable through revised principles-based 
requirements.

 Reduce the complexity and make the standard more usable by 
auditors of all entities, whatever the nature or complexity.

 Support auditors using the standard by incorporating guidance 
material that recognizes the evolving environment, including in 
relation to information technology.

 Revisions focus on “what” needs to be done with improved 
application materials (AM) to describe the “why” and “how” 
procedures are to be undertaken. 6
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ISA 315 (REVISED 2019):
TOC WITH APPLICATION ETC. GUIDANCE

7

R
isk

 asse
ssm

e
n
t in

 th
e
 E

x
te

rn
al A

u
d
it: 1

6
/5

/2
3



ISA 315 (REVISED 2019):
DETAILED APPENDICES TO STD
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ISA 315 (REVISED 2019):
ITERATIVE PROCESS FLOWCHART
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ISA 315 (REVISED 2019):

SIGNIFICANT CHANGES
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ISA 315 (REVISED 2019):

SIGNIFICANT CHANGES
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ISA 315 (REVISED 2019): 

SIGNIFICANT CHANGES
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ISA 315 (REVISED 2019): 

SIGNIFICANT CHANGES
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ISA 315 (REVISED 2019): 

SELECT KEY DEFINITIONS

 Relevant assertions – An assertion about a class of transactions, 
account balance or disclosure is relevant when it has an identified 
risk of material misstatement. The determination of whether an 
assertion is a relevant assertion is made before consideration of any 
related controls (i.e., the inherent risk).

 Significant class of transactions, account balance or 
disclosure – A class of transactions, account balance or disclosure 
for which there is one or more relevant assertions.

 Significant risk – An identified risk of material misstatement:      
(i) For which the assessment of inherent risk is close to the upper 
end of the spectrum of inherent risk due to the degree to which 
inherent risk factors affect the combination of the likelihood of a 
misstatement occurring and the magnitude of the potential 
misstatement should that misstatement occur; or (ii) That is to be 
treated as a significant risk in accordance with the requirements of 
other ISAs.1
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ISA 315 (REVISED 2019): 

SELECT KEY DEFINITIONS

 General information technology (IT) controls –
Controls over the entity’s IT processes that support the 
continued proper operation of the IT environment, 
including the continued effective functioning of 
information processing controls and the integrity of 
information (i.e., the completeness, accuracy and validity 
of information) in the entity’s information system. Also 
see the definition of IT environment. 

 Information processing controls – Controls relating 
to the processing of information in IT applications or 
manual information processes in the entity’s information 
system that directly address risks to the integrity of 
information (i.e., the completeness, accuracy and validity 
of transactions and other information).
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ISA 315 (REVISED 2019): NEXT STEPS

 Get familiar with the full text of standard, especially AM 

and appendices.

 Exercise enhanced professional skepticism and 

judgement.

 Practice adequate documentation of work performed 

and positions arrived at.

 Refer to standards and seek feedback from fellow 

professionals.
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REFERENCES:

 Fact Sheet: Introduction to ISA 315 (revised 2019) 

December 2019 .

 First time Implementation Guide ISA 315 (revised 2019) 

July 2022

17

R
isk

 asse
ssm

e
n
t in

 th
e
 E

x
te

rn
al A

u
d
it: 1

6
/5

/2
3


	Slide 1: RISK ASSESSMENT IN THE EXTERNAL AUDIT 
	Slide 2: Opening Remarks
	Slide 3: Risk assessment
	Slide 4: Risk assessment
	Slide 5: ISA 315 (revised 2019)
	Slide 6: ISA 315 (revised 2019)
	Slide 7: ISA 315 (revised 2019): TOC with Application etc. guidance
	Slide 8: ISA 315 (revised 2019): Detailed appendices to std
	Slide 9: ISA 315 (revised 2019): ITERATIVE PROCESS FLOWCHART
	Slide 10: ISA 315 (revised 2019):  Significant changes
	Slide 11: ISA 315 (revised 2019):  Significant changes
	Slide 12: ISA 315 (revised 2019):  Significant changes
	Slide 13: ISA 315 (revised 2019):  Significant changes
	Slide 14: ISA 315 (revised 2019):  Select key definitions
	Slide 15: ISA 315 (revised 2019):  Select key definitions
	Slide 16: ISA 315 (revised 2019): NEXT STEPS
	Slide 17: References:

